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Digital Engineering using a 
Common Information Infrastructure (CII)

Presenter Notes
Presentation Notes
CII and whether or not it can be expressed in SySML and other languages
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SysML

Design

SysML and UAF
Limited connectivity between SysML and UAF

OTR 2022-00660 The Case for a Common Information Infrastructure (CII)
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Connecting design to other data

Subset of Multiple SMEs
Legacy Process: Each has a separate viewpoint of the system
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Digital 
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The Digital Engineering Eco-System (DEE)
Stakeholder Vision of the System

Sharing information in a traceable common information infrastructure

Whole 
System 

View

Design

Risk

Rqmts

Schedule

Business

Presenter Notes
Presentation Notes
traceable common eco-system to answer acquisition and/or decision maker questions
1. What are the specifications on my Launch Vehicle?
2. Is the proposed launch vehicle meet my needs (that drive requirements)
3. Does the launch function have inherent risks?
4. When will the launch vehicle be ready?
5. Is the Launch vehicle on schedule now?
6. What are the schedule risk?
7. How does this requirement drive cost.
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Function

Component Bucket
1 Launch Vehicle

Implementing the Stakeholder Vision with a CII
Element Types as Buckets and Relations Between Them as Strings

CII groups similar elements and uses pre-defined relations to tie them together

Component
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performs
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2 Space Vehicle
2.1 Payload

Function Bucket
1 Perform Launch

Risk Bucket
1 Launch Risk    . Requirement Bucket

1 Launch Rqmt    .

2 Separate SV
2.1 Start Payload

2 Separation Risk
2.1 Payload Risk 2 Separate Reqmt

2.1 Payld Reqmt

Presenter Notes
Presentation Notes
Component and Function are Element Types (Classes) defined in the CII

The foundation of the DSC
Common Information Infrastructure that Includes 
Representation from multiple domains
Relations between those domains
Consistent, semantically meaningful, well defined, complementary relations between domains
Consistent so that data from multiple silos and multiple enterprise models can be shared and aggregated
Semantically meaningful so a human analyst can build it
Complementary so it can be easily understood from both domains
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Common Information Infrastructure (CII)
Defined Element Types & Complementary Relationships 
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Including Standards, Requirements, Design and Test

Standards Management Within 
Digital Engineering
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Common Information Infrastructure (CII)
Standards Focus

Digital Engineerin

P
erform

s/ 
A

llocated to

Verifies/ 
Verified by

C
auses/ 

C
aused by 

any and   all of these 
elem

ent   types

Standard 
Element

R
isk

Reqmt

Standard 
Tailoring

Com-
ponent
(HW)

Function 
(SW)

Verif. 
Reqmt

SYSTEMS ENGINEERING

M
od

si
fie

s/
   

   
   

   
M

od
ifi

ed
  b

y

Extending beyond Structure and Behavior

Specified by/ 
Specifies

Test 
Activity

Specified by/ 
Specifies

Verifies/ 
Verified by

External

External

Prescribed by/ 
Prescribes



12

Common Information Infrastructure (CII)
Standards Focus
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ASM

Program Execution
Assessment and 

Metrics

Baseline Technical 
Command Media

Program Planning,
Tailoring, and 
Management

Operations, 
Maintenance, and 

Sustainment

Aerospace Specs & Standards Model (ASM)
Updates based on well-defined use cases

ASM Operational View (OV)-1 Living Document

Specs/ 
Standards

Management

Specs/
Standards 
Tailoring

• Gated technical reviews
• MA verification

assessment 
• Verification

management process
• Independent V & V
• Configuration status
• KPP/TPM mgmt
• Test assessment
• TLYF deviations and

risk assessment
• Critical process

escape assessment 
• Schedule assessment

Feedback and 
improvement

• Lessons
• Best practices
• Process improvement
• Education and training

Std Mgrs Std SMEs Program Office (Users)

Tailoring/ Updating 
Contract

Change 
Existing/ 

Evaluate/Create
New Standard

External 
Std

Stakeholders

S&S COP
Mission 
Success



14

Manage Tailorings of Standards using Web
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Requirements to Test, Design, & Standards
As CII elements
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M&S Parameters Connecting M&S, Requirements and other DE

Other Elements

Requirement Parametrics

Verification Requirement Dependency

Acronyms for Bindings to Parameters of Elements from Previous Page
CMP Component PA Program Activity (Schedule) RSK Risk TACT Test Activity

FCN Function PE Program Element (WBS) REQ Requirement VR Verification Requirement

VR Test Data 
source is 

External M&S

Observed 
flows from 
Verification 

Requirement

Position Accuracy Standard
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Modeling and Sim Impact to System Choice

From Dr. Ric Roca
Software Implementation & Integration

August 15, 2022



18

Digital Twin External M&S of Risk
Is intercepting the Satellite from the ground a Credible Threat?

Two Simulators without Semantic Fidelity provide inaccurate results

Boom

Thud

Apply 
Semantic 
Fidelity

But Wait!
Two Simulators with 
Differing Semantic

Definitions
(Ground and Space)

Initially No.
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Semantic Fidelity Implemented
Python External File

• Two Simulators
– Built Separately

• Data from each has 
different parameterization

– models give inaccurate 
results

– SV has semantic fidelity
• Includes atmospheric  

drag
– Interceptor Circular

• Applied Semantic Fidelity 
to Interceptor

• Accurate Results 

Digital Twins
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Modeling and Sim Impact to System Choice

Using the CII to tie M&S to Standards, Design, 
Requirements, Risk, and Programmatics

External M&S
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Backup
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Exemplar: Using the CII for DE

Presenter Notes
Presentation Notes
Pluses
Has a schema (information model) that is easy to map to Maps easily
Includes element types for architecture, design, cost, schedule, risk, requirements, etc.
Is structured rigorously with predefined element types and relations
Things go together one way
Schema mods make the information model extensible
Easily supports enterprise interconnectivity
Extensive ability to delve into design
Based on and enforces systems engineering principles
Minuses
Is not SysML although it provides all SysML Views as output

DoDAF/UAF can be supported
Can do all DoDAF viewpoint views as reports
UAF extends DoDAF by adding a few more views
Primarily Security Viewpoint 
Can be recreated easily
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Modeling for Enterprise Systems Engineering
Some not covered here due to time constraints

Attributes SysML UAF CII
Design (Structure, Behavior) Yes No Yes
Architecture No Yes Yes
Addresses requirements limited internal Yes Yes
Built-in element types for cost, schedule, risk No No Yes
Disciplined Systems Engineering Approach No Yes Yes
Pre-defined element types and relations No Yes Yes
Understandability Ad hoc development & 

requires understanding of 
Software Engineering

Requires Understanding of 
Software Engineering & 
expert knowledge of UAF

Easier learning 
curve.

Easy to find information No No Yes
Easy to get information out Yes Complex Yes
Semantically Precise No Yes Yes
Syntactically Precise No Yes Yes
Complementary Relations (easy to read both ways) No No Yes
Defined information infrastructure No Yes Yes
One Element view builds all other views No No Yes
Easy Multi-Domain Information Discovery No No Yes
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